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ABSTRACT
Position, velocity, and timing (PVT) signals from the Global Positioning System (GPS) are used throughout the world but the availability and reliability of these signals in all environments has become a subject of concern for both military and civilian applications. International news reports about a successful spoofing attack on a civilian UAV at the White Sands Missile Range in New Mexico, USA have increased concerns over the planned use of UAVs in the national airspace and safety of flight in general. Other examples of the effects of GPS interference and jamming are illustrated in this presentation. This is a particularly difficult problem that requires new and innovative ideas to fill the PVT gap when the data are degraded or unavailable. One solution is to use inertial and/or other sensors to bridge the gap in navigation information. This presentation summarizes recent advances in navigation sensor technology, including GPS, inertial, and other navigation aids. This presentation also describes recent advances in sensor integration technology and the synergistic benefits are explored. Expected technology improvements to system robustness are also described. Applications being made possible by this advanced performance include personal navigation systems, robotic navigation, and autonomous systems with unprecedented low-cost and accuracy.

1.0 INTRODUCTION
The Global Positioning System (GPS) is the most developed and widely used Global Navigation Satellite System (GNSS). GPS signals are part of the national infrastructure that is used in transportation (navigation), communications (timing), banking and finance (timing), and energy distribution (timing). In February 2012, the United States Congress passed the Federal Aviation Agency (FAA) Modernization and Reform Act which requires the FAA to develop a “comprehensive plan for safely accelerating the integration of civil UAVs into the national airspace system by 2015.” Presumably those UAVs would be navigated using the C/A signal of the GPS. Shortly thereafter, a University of Texas “spoofing” demonstration was conducted at the request of the Department of Homeland Security and it was demonstrated that false GPS information could be introduced into the UAV onboard navigation system [1]. This demonstration certainly increased the concern over the use of UAVs in the national airspace and in safety of flight, in general when using, civil GPS.
Another notable incident with civil GPS occurred when the Local-Area Augmentation System (LAAS) installed its first Ground-Based Augmentation System (GBAS) at Newark airport in November 2009 [2]. Within the first days of its installation, radio-frequency interference (RFI) was found to be causing errors in GBAS processing. The source of the RFI could not be immediately determined. The FAA started an investigation involving detection and characterization of the RFI. After equipment was deployed on January 20, 2010, in one day more than 25 separate instances of RFI interference in the GPS L1 band were detected. Some of the RFI events were strong enough to result in the WAAS receiver loosing tracking of lower elevation GPS satellites. It was many months before the cause was determined to be from various kinds of “personal privacy” devices in vehicles moving along the New Jersey Turnpike adjacent to the airport. In 2010 the Federal Communications Commission Enforcement Bureau filed 21 actions against on-line retailers in 12 states for illegally marketing more than 215 models of wireless jammers nearly 80 of which could jam GPS signals, but such devices are likely still available.[3]

Military uses of GPS also include navigation and timing applications and interference in the GPS frequency bands is of great concern. The GPS signal on Earth (which has frequently been likened to a 25-watt light bulb shining on Earth from 12,500 miles away) is very weak (about $1.6 \times 10^{-16}$ watts) by the time it reaches Earth. One measure of a receiver’s ability to acquire and lock-on to the signal from a GPS satellite in the presence of background noise is the maximum ratio of the strength of the background noise, or jamming signal (J), to the strength of the signal from the satellite (S) at which the receiver can continue to process the GPS signal. That ratio, often called the jammer-to-signal (J/S) ratio, is significantly greater than 1.

The maximum J/S for a typical military receiver acquiring the civilian GPS signal is 250; for acquiring the military GPS signal the maximum J/S is much larger, up to 2500. Once the receiver has acquired a military GPS signal, it can lock-on to it in the presence of jamming signals up to 12,600 times stronger than the GPS signal. However, jammers anywhere near the receiver present a clear and present danger to loosing navigation capability because the jammer need only be greater than approximately $2 \times 10^{-12}$ watts [4, p.6]. Personal protection devices and jammers can easily exceed that power level.

Thus GPS may not be available in a jamming or disturbed environment. GPS may also be degraded or denied in challenging environments such as deep valleys, indoors, or underwater. More sensitive GPS receivers might be required [5]. Pseudolites, beacons, and signals of opportunity might be used to create navigation information [6]. There are many situations that then require additional sensors to augment GPS or entire stand-alone navigation devices to integrate with GPS, such as inertial systems [7,8] or 3-axis magnetometers matching a magnetic field map [9]. New integration techniques may be required [10,11] and possibly real-time kinematic navigation [12]. These subjects are discussed in companion papers to this one. This paper will describe GPS status and plans, interference, inertial systems, integration techniques, and some system simulations.

### 2.0 GPS STATUS AND PLANS

The Department of Defense (DoD) is continually modernizing the GPS by purchasing new satellites and upgrading the systems that control them. Figure 1 describes the locations of the current GPS monitor stations and Figure 2 shows the data flow within the Operational Control System (OCS). Accuracies achievable by a GPS receiver are affected by the inaccuracies in the data sent to the satellites, in the data broadcast by the satellites, atmospheric effects, and other error sources. Military receivers routinely provide 10 foot accuracy using current satellites and are expected to provide 3 foot accuracy using Block IIA and Block IIIB satellites in the future. The Block IIC satellites will be equipped with high-speed satellite cross-links which will allow
Figure 1. Operational Control System (OCS) and National Geophysical Agency (NGA) Stations

As will be shown later, the accuracy of the GPS provides impressive navigation performance, especially when multiple GPS measurements are combined in a Kalman filter to update an inertial navigation system (INS). The Kalman filter provides an opportunity to calibrate the GPS errors, as well as the inertial system errors, and when properly implemented, accuracies better than either system alone are achievable.

Another significant improvement in GPS for military systems will be the introduction of the M-code in Block III, which is designed to be more secure and have better jamming resistance than the current Y code [4]. The system is being designed such that a higher power signal (+20 dBW over current signal levels) will be available for localized coverage over an area of operations to boost signal jamming resistance. This significant improvement (M-code spot beam) is scheduled for the Block IIIC phase of the GPS modernization process [4]. But unfortunately, GPS improvements take many years to plan, implement, and receive funding. At the time of writing this paper in 2013, there were the initial stages of a debate over a dramatic redesign of the GPS constellation, which would have a dramatic impact on GPS Block III, whatever it might be [13].
3.0 GPS INTERFERENCE AND ATTENUATION ISSUES

Interference to the reception of GPS signals can be due to many causes such as telecommunication devices, local interference from signals or oscillators on the same platform, or possibly radar signals in nearby frequency bands. Attenuation of the GPS signal can be caused by trees, buildings, or antenna orientation, and result in reduced signal/noise ratio even without interference. This loss of signal can result in an increase in effective jammer/signal (J/S) level even without intentional jamming or interference.

Military receivers are at risk due to intentional jamming. Jammers as small as 1 Watt located at 100 km from the receiver can possibly prevent a military receiver from acquiring the satellite signals and “locking-on” to C/A code. Representative jammers are shown in Figure 3 [Ref.4]. Larger jammers are good targets to find and to attack because of their large radiated power. Smaller jammers, which are hard to find, need to be defended against by improved anti-jam (A/J) technologies within the receiver, improved antennas, or by integration with an inertial navigation system or other devices. Proponents of high-accuracy inertial systems will generally argue that a high anti-jam GPS receiver is not required, while receiver proponents will argue that using a higher A/J receiver will substantially reduce inertial system accuracy requirements and cost. Both arguments depend entirely on the usually ill-defined mission and jamming scenario.
What has generally become accepted is that the GPS is remarkably vulnerable to jamming during the C/A code acquisition phase where conventional receiver technology has only limited jammer tolerability (J/S - 27 dB) [14], [15], [16]). A 1-W (ERP) jammer located at 100 km from the GPS antenna terminals could prevent acquisition of the C/A code. Figure 4 is very useful in determining trade-offs between required A/J margin and jammer power. A 1-W jammer is inexpensive and potentially the size of a hockey puck. Furthermore, the C/A code can be spoofed by an even smaller power jammer. So generally, a GPS receiver cannot be expected to acquire the C/A code in a hostile environment.

Figure 3. Jammer possibilities.

Figure 4. GPS jamming calculations.
For long-range cruise missile type applications, the C/A code could be acquired outside hostile territory and then the receiver would transition to P(Y) code lock, which has a higher level of jamming immunity. A 1-kW (ERP) jammer at about 100 km would now be required to break inertially-aided receiver code lock at 54 to 57 dB. As the weapon approaches the jammer, jammer power levels of about 10 W would be effective in breaking P(Y) code lock at 10 km (see Figure 5).

As will be shown later, the “deep integration” architecture for combining INS and GPS may allow for tracking GPS satellites up to 70 – 75 dB J/S, an improvement of 15 to 20 dB above conventional P(Y) code tracking of 54 to 57 dB. If future increases of 20 dB in broadcast satellite power using the M-code spot beam (M spot) are also achieved, nearly 40 dB of additional performance margin would be achieved, so a jammer of nearly 100 kW would be required to break lock at 10 km. Furthermore, new receiver technology with advanced algorithms and antenna technologies might also be incorporated into the system, further increasing its A/J capability significantly [4].

If A/J performance is increased significantly, then the jammer power must also be increased significantly. A large jammer would present an inviting target to an anti-radiation, homing missile. In the terminal area of flight against a target, the jammer located at the target will eventually jam the receiver, and the vehicle will have to depend on inertial-only guidance or the use of a target sensor. Thus, it is important to ensure that accurate guidance and navigation capability is provided to meet military mission requirements against adversaries who are willing to invest in electronic countermeasures (ECM). This fact is true today and is expected to remain so in the foreseeable future. Figure 6 lists some electronic counter-countermeasures (ECCM) techniques.

![Figure 5. Possible A/J capabilities.](image-url)
4.0 INERTIAL SENSOR TRENDS

The major error sources in the inertial navigation system are due to gyro and accelerometer inertial sensor imperfections, incorrect navigation system initialization, and imperfections in the gravity model used in the computations. But, in nearly all inertial navigation systems, the largest errors are due to the inertial sensors. Whether the inertial sensor error is caused by internal mechanical imperfections, electronics errors, or other sources, the effect is to cause errors in the indicated outputs of these devices. For the gyros, the major errors are in measuring angular rates. For the accelerometers, the major errors are in measuring specific force. For both instruments, the largest errors are usually a bias instability (measured in deg/hr for gyro bias drift, or micro g (µg) for the accelerometer bias), and scale-factor stability (which is usually measured in parts per million (ppm) of the sensed inertial quantity). The smaller the inertial sensor errors, the better the quality of the instruments, the improved accuracy of the resulting navigation solution, and the higher the cost of the system. As a “rule-of-thumb,” an inertial navigation system equipped with gyros whose bias stability is 0.01 deg/hr will see its navigation error grow at a rate of 1 nmi/hr of operation. The navigation performance requirements placed on the navigation system lead directly to the selection of specific inertial instruments in order to meet the mission requirements.

Figure 7, “Current Gyro Technology Applications,” gives a comprehensive view of the gyro bias and scale-factor stability requirements for various mission applications and what type of gyro is likely to be used in current applications.
Solid-state inertial sensors, such as Microelectromechanical System (MEMS) devices, have potentially significant cost, size, and weight advantages, which has resulted in a proliferation of the applications where such devices can be used in systems. While there are many conventional military applications, there are also many newer applications that will emerge with the low cost and very small size inherent in such sensors, particularly at the lower performance end of the spectrum. A vision of the gyro inertial instrument field for the near-term is shown in Figure 8. Strapdown systems will also be used in most applications.
The MEMS and Interferometric Fiber-Optic (IFOG) technologies are expected to replace many of the current systems using Ring Laser Gyros (RLGs) and mechanical instruments. However, one particular area where the RLG is expected to retain its superiority over the IFOG is in applications requiring extremely high scale-factor stability. The change to all-MEMS technology hinges primarily on MEMS gyro development. The performance of MEMS instruments is continually improving, and they are currently being developed for many applications. This low cost can only be attained by leveraging off the consumer industry, which will provide the infrastructure for supplying the MEMS sensors in extremely large quantities (millions). The use of these techniques will result in low-cost, high-reliability, small-size, and lightweight inertial sensors and the systems into which they are integrated. The tactical (lower) performance end of the application spectrum will likely be dominated by micromechanical inertial sensors. The military market will push the development of these sensors for applications such as “competent” and “smart” munitions, aircraft and missile autopilots, short-time-of-flight tactical missile guidance, fire control systems, radar antenna motion compensation, “smart skins” using embedded inertial sensors, multiple intelligent small projectiles such as flechettes or even “bullets,” and wafer-scale INS/GPS systems.

Figure 9 shows how the gyro technology may possibly be applied to new applications in the far term. The figure shows that the MEMS and integrated-optics (IO) systems technology may dominate the entire low- and medium-performance range. The rationale behind this projection is based on two premises. The first is that gains in performance in the MEMS devices will continue with similar progression to the orders-of-magnitude improvement that has already been accomplished in the last decades. That further improvements are likely is not unreasonable since the designers are beginning to understand the effects of geometry, size, electronics, and packaging on performance and reliability. Second, efforts have already demonstrated how to put all six sensors on one (or two) chips, which is the only way to reach a possible cost goal of less than $1000 per INS/GPS system. In addition, since many of the MEMS devices are vibrating structures with a capacitive readout, this may restrict the performance gains. It is in this area that the integrated optics technology is most likely to be required to provide a true solid-state micromechanical gyro with optical readout. At this time, the technology to make a very small, accurate gyro does not exist, but advances in integrated optics are already under development in the communications industry. For the strategic application, the IFOG could become the dominant gyro. Work is underway now to develop radiation-hard IFOGs as well as super-high-performance IFOGs.

A potentially promising technology, which is in its infancy stages, is inertial sensing based upon cold atom interferometry [17,18]. A typical atom de Broglie wavelength is many times smaller than an optical wavelength, and because atoms have mass and internal structure, cold atom interferometers are extremely sensitive. Accelerations, rotations, electromagnetic fields, and interactions with other atoms change the atom interferometric fringes. This means that atom interferometers could make the most accurate gyroscopes, accelerometers, gravity gradiometers, and precision clocks, by orders of magnitude. If this far-term technology can be developed, then it could result in a 2 to 5-meter/hour navigation system without GPS, in which the accelerometers are also measuring gravity gradients.
Figure 9. Far-term gyro technology applications.

Figure 10, “Current Accelerometer Technology Applications,” gives a comprehensive view of the accelerometer bias and scale-factor stability requirements for various mission applications and what type of accelerometer is likely to be used in current applications. “Mechanical Instruments” refers to the use of a Pendulous Integrating Gyro Assembly (PIGA) which is a mass unbalanced spinning gyroscope used to measure specific force.

Figure 10. Current accelerometer technology applications.
Current applications are still dominated by electromechanical sensors, not only because they are generally low-cost for the performance required, but also because no challenging alternative technology has succeeded, except for quartz resonators, which are used in the lower-grade tactical and commercial applications. MEMS inertial sensors have not yet seriously broached the market, although they are on the verge of so doing, especially in consumer applications.

In the near-term (Figure 11), it is expected that the tactical (lower) performance end of the accelerometer application spectrum will be dominated by micromechanical accelerometers. As in the case for gyros, the military market will push the development of these sensors for applications such as “competent” and “smart” munitions, aircraft and missile autopilots, short-time-of-flight tactical missile guidance, fire control systems, radar antenna motion compensation, “smart skins” using embedded inertial sensors, multiple intelligent small projectiles such as flechettes or even “bullets,” and wafer-scale INS/GPS systems. Higher performance applications will continue to use mechanical accelerometers and possibly resonant accelerometers based on quartz or silicon. Quartz resonant accelerometers have proliferated widely into tactical and commercial (e.g., factory automation) applications. Silicon micromechanical resonator accelerometers are also being developed. Both of these technologies have possible performance improvements.

![Figure 11. Near-term accelerometer technology applications.](image)

Figure 12 shows how the accelerometer technology may be applied to new applications in the far term. As in the case of gyro projections for the future, the figure shows that the MEMS and integrated optics technology will dominate the entire low- and medium-performance range. The rationale behind this projection is based on exactly the same premises as for the gyros. However, it is likely that the far-term accelerometer technology projections will be realized years sooner than the gyro.

Figure 13 shows INS or INS/GPS relative strapdown system cost “projections” as a function of inertial instrument technology and performance. The cost of a GPS receiver is likely to be so small that it will be insignificant. The systems are classified as: laser gyro or IFOG systems containing various types of accelerometer technologies; quartz systems with both quartz gyros and quartz accelerometers; and MEMS/integrated optics systems. The solid line indicates the range of approximate costs expected. Clearly, the quantity of systems produced affects the cost; large production quantities would be at the lower end of the cost range. The IFOG systems have the potential for lower cost than laser gyro systems because the IFOG
should be well below the cost of an RLG. However, this has not happened to date, primarily because the RLG is in relatively large-volume production in well-facilitated factories and the IFOG is not yet manufactured in similar production quantities. Clearly, the MEMS/integrated optics INS/GPS systems offer the lowest cost. The ultimate low cost only becomes feasible in quantities of millions. This can be achieved only with multi-axis instrument clusters and on-chip or adjacent-chip electronics and batch packaging.

**Figure 12.** Far-term accelerometer technology applications.

**Figure 13.** Strapdown INS cost as a function of instrument technology.
The ability of silicon-based MEMS devices to withstand high “g” forces has been demonstrated in a series of firings in artillery shells where the g forces reached over 6500 g. These small MEMS-based systems, illustrated in Figure 14, have provided proof-of-principal that highly integrated INS/GPS systems can be developed and led to a program where the goal was a system on the order of 3 in$^3$, or 2 in$^3$ for the INS alone [19]. The size goals were met but the performance goals are still being pursued. The current status of a typical MEMS INS is represented by the Honeywell HG1900 with a weight <1 lb., volume <20 cubic inches, power <3 watts, gyro bias of 1 to 30 $^\circ$/hr, and gyro angle random walk of 0.1 $^\circ$/sqrt{hr}. This system is in production. Another is the HG1930 which has a volume of <4 cubic inches, a gyro bias of 20 $^\circ$/hr and a gyro random walk of 0.15 deg/sqrt{hr} (Figure 15) [20]. The volumes compare with tactical grade RLG and IFOG systems with a volume of about 34in$^3$. Atlantic Inertial Systems and others have MEMS systems. If performance improvements can be made, these manufacturers will come to dominate the entire market.

Figure 14. INS/GPS guidance system evolution.
5.0 INS/GPS INTEGRATION

Many military inertial navigation systems could be replaced with less accurate inertial systems if it were guaranteed that GPS would be continuously available to update the inertial system to limit its error growth. A less accurate inertial system usually means a less costly system. However, given the uncertainty in the continuous availability of GPS in most military scenarios, an alternate way to reduce the avionics system cost is to attack the cost issue directly by developing lower-cost inertial sensors while improving their accuracy and low noise levels, as described in the “Inertial Sensor Trends” section. For applications without an interference threat, in the future, GPS updating is expected to provide better than 1-m navigation accuracy (CEP) when used in conjunction with an INS. The benefits and issues in using INS augmented with GPS updates, including a discussion of interference issues, have been presented in many references. Systems currently in use tend to be classified as either “the loosely coupled approach” or “the tightly coupled approach” (Figures 15 and 16 and Ref. 21).

**Figure 15.** Honeywell MEMS IMUs [20].
The most recent research activity is a different approach called “deep integration” (Figure 17, [21-25]). In this approach, the problem is formulated directly as an estimation problem in which the optimum (minimum-variance) solution is sought for each component of the multidimensional navigation state vector. By formulating the problem in this manner, the navigation algorithms are derived directly from the assumed dynamical models, measurement models, and noise models. The solutions that are obtained are not based on the usual notions of tracking loops and operational modes. Rather, the solution employs a nonlinear filter that operates efficiently at all jammer/signal (J/S) levels and is a significant departure from traditional extended Kalman filter designs. The navigator includes adaptive algorithms for estimating post-correlation signal and noise power using the full correlator bank. Filter gains continuously adapt to changes in the J/S environment, and the error covariance propagation is driven directly by measurements to enhance robustness under high jamming conditions.
In this system, individual satellite phase detectors and tracking loop filters are eliminated. Measurements from all available satellites are processed sequentially and independently, and correlation among the line-of-sight distances to all satellites in view is fully accounted for. This minimizes problems associated with unmodeled satellite signal or ephemeris variations and allows for full Receiver Autonomous Integrity Monitoring (RAIM) capability.

Extended-range correlation may be included optionally to increase the code tracking loss-of-lock threshold under high jamming and high dynamic scenarios. If excessively high jamming levels are encountered (e.g., beyond 70-75 dB J/S at the receiver input for P(Y) code tracking), the GPS measurements may become so noisy that optimal weights given to the GPS measurements become negligible. In this situation, navigation error behavior is essentially governed by current velocity errors and the characteristics of any additional navigation sensors that are employed, such as an INS. Code tracking is maintained as long as the line-of-sight delay error remains within the maximum allowed by the correlator bank. If there is a subsequent reduction in J/S so that the optimal weights become significant, optimum code tracking performance is maintained without the need for reacquisition. Detector shapes for each correlator depend on the correlator lag and rms line-of-sight delay error.

Experiments have shown an improvement in code tracking of about 10 to 15 dB in wideband A/J capability for this architecture. Another 5 dB might be possible with data stripping to support extended predetection integration. Given that the implementation is done in software, it would be expect to be used in many future INS/GPS implementations. “Deep integration” is trademarked by the C.S. Draper Laboratory, Inc.

Honeywell and Rockwell Collins have created a joint venture, Integrated Guidance Systems LLC, to market and produce a series of deep integration guidance systems, Figure 18. The IGS-202, for example, is G-hardened for artillery applications (15,750G), has a volume of 16.5 cubic inches, weighs < 1.25 lb, is based on the 1930G Honeywell MEMS IMU, and with deep integration and 2-channel digital nulling, the system supposedly has 80-90 dB J/S against a single jammer. The IGS-250 has a volume one-half of the IGS-202 [20].
6.0 SIMULATIONS

In this section two specific scenarios are simulated. The first is to show the significant payoff in performance when Doppler velocity measurements are added to a GPS/INS system that is subjected to jamming.

The second scenario is to show the advantages of deep integration in a jamming scenario of a precision guided munition. Both scenarios are described in full detail in [21].

6.1 Helicopter Performance in Jammer Vicinity

This scenario is meant to depict a helicopter on a scouting mission with and without Doppler velocity aiding. The helicopter closely follows the terrain in order to avoid detection. The resulting flight profile has high levels of acceleration and jerk, which caused occasional momentary loss of carrier lock. No effect on mission performance can be seen.

The jamming scenario is as follows for this mission. GPS measurements were available until on-board estimates of IMU calibration and alignment had reached steady state. At that point, GPS was assumed to be jammed. The mission continued for another 19 min. The navigation system of the helicopter was augmented with ground speed Doppler measurements. These Doppler measurements yield velocity in body coordinates. It will be seen that these measurements make a considerable difference in navigation performance after GPS is lost. The error model for the Doppler measurements is given in Table 1.
Table 1. Error Model for Doppler Ground Speed Measurements

<table>
<thead>
<tr>
<th>Error Source</th>
<th>Vertical ($1\sigma$)</th>
<th>Horizontal ($1\sigma$) (two components)</th>
</tr>
</thead>
<tbody>
<tr>
<td>Bias</td>
<td>0.05 nmi/h</td>
<td>0.1 nmi/h</td>
</tr>
<tr>
<td>Scale factor</td>
<td>0.1%</td>
<td>0.25%</td>
</tr>
<tr>
<td>Misalignment</td>
<td>2.0 mrad</td>
<td>2.0 mrad</td>
</tr>
</tbody>
</table>

Near the end of the mission, the task of the helicopter is to define coordinates of a target at some distance (8 km) from its own position. The error in target coordinates, $\delta r_{tgt}$, is thus due to a combination of helicopter location error, $\delta r_{helicopter}$, and actual IMU misalignment pointing error, $\delta \alpha$.

$$\delta r_{tgt} = \delta r_{helicopter} + \delta \alpha \times r$$

where $r$ is the vector from helicopter to target.

Figure 19 shows the error in helicopter position and target location as a function of the errors in two tightly-coupled GPS/INS systems when no ground-speed Doppler measurements are included in the navigation solution. The INS system errors modelled are representative of either a 10 or 1 nmi error growth rate inertial system. (See [21] for full details.) The pointing error is negligible compared with the position error so that the target location errors and the aircraft position errors are essentially the same for both inertial system models.

Figure 20 shows the same errors when the navigation system is aided with ground-speed Doppler measurements. Results for both a 10 nmi/h and 1 nmi/h inertial systems are shown. As expected, the Doppler ground-speed measurements slow the error growth that is seen with the free inertial system. These errors in these velocity measurements integrate into growing position errors so they are not equivalent to GPS, which provides position as well as velocity. But they provide much better results than the inertial instruments whose measurements must be integrated twice before yielding position. The improvement with the Doppler ground-speed sensor is dramatic. Note that when aided by these measurements, the performance of the 10-nmi/h system is nearly the same as that of the 1-nmi/h system.
Figure 19. Position and target location errors for a helicopter 19 min after GPS loss of lock without the aid of Doppler ground-speed measurements.

Figure 20. Position and target location errors for scout helicopter 19 min after GPS loss of lock with the aid of Doppler ground-speed measurements.
6.2 Precision Guided Munition Scenario

The performance of the deeply integrated navigation system was evaluated for a precision guided munition (PGM) scenario in which the target was at a range of 63 nmi. The altitude profile is plotted in Figure 21. A single wideband Gaussian jammer was placed 5 nmi in front of the target in an attempt to simulate a worst-case scenario for a single jammer. This placement gives maximum J/S prior to final target approach with a resultant loss of navigation system performance just prior to target impact. The J/S history for a 100 W jammer is shown in Figure 22.

![Figure 21. PGM altitude profile.](image1)

![Figure 22. PGM scenario: J/S vs. time.](image2)

Performance was evaluated by varying the jammer power from 1 W to 10 kW. A total of 25 Monte Carlo runs was made at each power level. Initial rms navigation errors were 10 m and 0.2 m/s per axis; initial rms clock errors were 10 m and 0.2 m/s. The CEP at target impact is plotted vs. jammer power for wideband jamming in Figure 23 and for narrowband jamming in Figure 24. Comparing the results in the figures, it can be seen that the deeply integrated system offers significant improvement over the traditional tightly coupled system for both wideband and narrowband jamming. As an example, a 100-W wideband jammer results in a CEP of 11 m for the deeply integrated system, compared with a CEP of 120 m for the tightly coupled system. If the jammer power is reduced to 10 W, the CEP values are 2.6 m for the deeply integrated system and 71 m for the tightly coupled system.
A/J improvement capability may be quantified by comparing jammer power at a constant value of CEP. The resulting improvement in A/J capability due to deep integration can be seen in Figure 25. For wideband jamming, improvements of at least 15 dB are seen for CEP values ranging from 6 to 120 m. For narrowband jamming, improvements of at least 15 dB are seen for CEP values ranging from 4 to 80 m. Improvement is seen to decrease as the CEP decreases below 10 m. In this case, the decrease in CEP results from a decrease in jammer power, and the tightly coupled system tends to maintain lock with higher probability as the jammer power decreases. In the limit as the jammer power approaches zero, the tightly coupled system approaches efficient operation, and both systems give comparable performance. The improvement is also seen to decrease as the CEP increases beyond 100 m. In this case, the increase in CEP results from an increase in jammer power and the tracking quality of the deeply integrated system begins to degrade. In the limit as the jammer power increases without bound, the deeply integrated system can no longer maintain lock, and both systems are operating in a free inertial mode where the CEP is determined solely by initial navigation errors and inertial sensor errors.
7.0 CONCLUSIONS

Recent progress in INS/GPS technology has accelerated the potential use of these integrated systems, while awareness has also increased concerning GPS vulnerabilities to interference. Accuracy in the broadcast GPS signals will allow 1 meter INS/GPS accuracy. Many uses will be found for this high accuracy. In parallel, lower-cost inertial components will be developed and they will also have improved accuracy. Highly integrated A/J architectures for INS/GPS systems will become common, replacing avionics architectures based on functional black boxes where receivers and inertial systems are treated as stand-alone systems.

For future military and civilian applications, it is expected that the use of INS/GPS systems will proliferate and ultimately result in worldwide navigation accuracy better than 1 m, which will need to be maintained under all conditions. It can be expected that applications such as personal navigation systems, micro air vehicles (MAV), artillery shells, and automobiles will be quite common, see Figure 26. Other applications will certainly include spacecraft, aircraft, missiles, commercial vehicles, and consumer items.

![Examples of Future Applications]

**Figure 26.** Examples of potential applications.
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